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Abstract: Aiming at the problem of easy tampering and difficult integrity authentication of paper text
documents, this paper proposes a robust content authentication method for printed documents based on
text watermarking scheme resisting print-and-scan attack. Firstly, an authentication watermark signal
sequence related to content of text document is generated based on the Logistic chaotic map model;
then, the authentication watermark signal sequence is embedded into printed paper document by using
a robust text watermarking scheme; finally, the watermark information is extracted from scanned image
of paper document, and compared with the authentication watermark information calculated in real
time by the text document content obtained by OCR technology, thereby performing content integrity
authentication of the paper text documents. Experimental results show that our method can achieve
the robust content integrity authentication of paper text documents, and can also accurately locate the
tampering position. In addition, the document after embedding the watermark information has a good
visual effect, and the text watermarking scheme has a large information capacity.

Keywords: integrity authentication; chaotic mapping; image template matching; text watermarking
scheme; minimum editing distance

1. Introduction

With the rapid development of network information technology, the communication of multimedia
information has reached an unprecedented depth and breadth. The digital multimedia data provides
great convenience for the wide dissemination of information. Various multimedia file data can be easily
obtained through the network, and various forms of tampering can be performed on the multimedia data
content. Therefore, the problem of the safe dissemination of multimedia information has become an
important and urgent research topic. In recent years, how to efficiently solve the content authentication
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Figure 1. The tampering identification process for paper document content.

problem of multimedia information such as images [1, 2, 3, 4, 6, 5, 7, 8, 9, 10], video [11, 12, 13, 14,
15, 16], audio [17, 18, 19, 20] and text [21, 22, 23, 24, 25] has become an increasing concern among
multimedia security.

However, in daily work, many important text documents are still transmitted on paper carriers,
such as government confidential documents, financial contracts and legal documents, etc. It is worth
noting that paper documents can be easily falsified and forged, for example, the common methods
include page-extracting, page-changing, or tampering with individual paragraphs, words, and data in
the text file. Once some important documents have been tampered with, the consequences will be very
serious. If some forged documents spread within a certain range, it will cause reputational damage and
economic losses, while severe ones will affect production safety and even national security. Therefore,
the integrity certification and authenticity identification of important paper documents is extremely
critical.

In order to achieve content integrity authentication of paper documents, it is necessary to embed
auxiliary authentication information in the printed paper document, digitize the paper document to
obtain an image file, and extract corresponding information from the image to verify whether the doc-
ument content has been changed. To this end, some researchers propose the methods to hide watermark
information by printing visible shading [26, 27] or 2D barcode [28] at specific locations on each page
of the paper document, which can resist print-and-scan attack. However, it may affect the normal
reading of the text document with poor visual effect, which is not allowed in some cases especially
for government official documents. The text watermarking technology [29, 30, 31, 32, 33, 34, 35, 36]
can convert the key information of the document into invisible watermark information which can be
embedded into the printed paper documents. Only after digitizing the paper documents by scanner, the
hidden watermark information can be extracted through special software tools. So it can identify the
authenticity of the paper documents through the extracted watermark information, thereby realizing
the anti-forgery traceability, copyright protection, and content certification of the text documents and
other purposes. The above text watermarking algorithms mainly focus on the robustness of resisting
the print-and-copy attack, and it only needs to be able to completely extract the recovered watermark
information, and does not need to ensure that each watermark information bit is correct. Therefore,
this kind of method can detect the tampering behaviors of page-changing or replacement of the entire
page of paper documents, but cannot detect the tampering behaviors of individual paragraphs, words
and data, and accurately locate the tampering position in the whole text document.

This paper proposes a robust authentication method for the paper document content based on text
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watermarking algorithm resisting print-and-scan attack. It embeds the authentication watermark sig-
nal sequence by replacing the vector fonts library to achieve the tampering identification for paper
documents. The detailed content authentication process is shown in Figure 1.

2. Paper document output

This section mainly discusses the output process of paper document containing the content au-
thentication information. It generates a watermark information sequence as a paper document content
authentication information according to certain rules. The information is embedded into the printed
document by using text watermarking algorithm based on the replacement of vector font library. The
text watermarking algorithm is capable of resisting print-and-scan attack, and it can determine whether
the paper document has been tampered with and locate the corresponding tampering position based on
the extracted content authentication information.

2.1. Authentication Information Generation

For the sake of simplicity, security and reliability, this paper uses a Logistic chaotic map model [37]
to generate watermark information bit sequence. Chaos is a deterministic and stochastic process that
occurs in nonlinear dynamic systems. This process is aperiodic, non-converged but bounded, and has
a sensitive dependence on the initial value [38, 39]. Using this property, the chaotic maps can provide
a large number of non-correlated, stochastic, and deterministic signals that are easy to generate and
regenerate.

Logistic mapping is a very simple but widely studied chaotic dynamic system, which can be de-
scribed by the following nonlinear difference equation:

xn+1 = λxn(1 − xn), λ ∈ [0, 4] , xn ∈ [0, 1] (2.1)

The study shows that the chaotic region of Logistic chaotic map is λ ∈ [λ∞, 4], where λ∞ =

3.569945672 · · · . It has been theoretically proved that the cross-correlation of two chaotic sequences
x0, x1, ..., xn and y0, y1, ..., yn generated by two different initial values x0 and y0 is zero, which reflects the
extreme sensitivity of Logistic chaotic maps to initial values. When λ = 4, the probability distribution
density function of the Logistic chaotic sequence is:

ρ(x) =

{ 1
π
√

x(1−x)
, x ∈ (0, 1)

0, others
(2.2)

the mean of the sequence is: x = E{x} = 0.5. Therefore, the real-value chaotic sequence x0, x1, . . . , xn

can be converted into 0/1 binary sequence b0, b1, . . . , bn by the threshold function n0(x),

n0(x) =

{
1, x ≥ 0.5
0, x < 0.5

(2.3)

In this paper, we perform content integrity authentication by judging whether the content of the
text document output to the paper carrier has been changed or not. That is, when the characters in the
text document are added, deleted or modified, it is judged that the paper document has been tampered
with, which belongs to the robust certification. Since our method uses the chaotic sequence as the

Mathematical Biosciences and Engineering Volume 16, Issue 4, 2233–2249



2236

authentication watermark signal, in order to fully utilize the extreme sensitivity of the chaotic system
to the initial value, the construction of the authentication watermark signal sequence must be related to
the original character content. If the text strings are simply grouped and the initial value calculation of
the chaotic system is performed, the calculation result of the initial value will change once the character
is added or deleted, and the subsequent authentication information extraction is completely wrong.
Therefore, the initial value of the chaotic system must be calculated in relation to each character, and
there is independence on different characters. For each character, the specific authentication watermark
signal generation process is as follows:

(1) Read the hexadecimal Unicode of character C occupying a total of 2 bytes;

(2) Convert the Unicode encoding of character C into a binary bit string and divide it into four sub-
groups evenly, each group contains 4 bits, and four subgroups are converted into four decimal
numbers σ1, σ2, σ3 and σ4, respectively;

(3) For the character C, calculate the initial value x0 of the Logistic chaotic map as follows:

x0 =
1
2

(
1
4

4∑
i=1

σi

16
+ k) (2.4)

where k is the watermark key, k ∈ (0, 1).

(4) Take x0 and λ = 4 as the initial value and the parameter of the Logistic chaotic map, and substitute
the Logistic map iteration equation (2.1), and generate a real-value chaotic sequence x0, x1, . . . , x15

of length 16 which is converted into a binary sequence using the threshold function n0(x), and take
the 4th bit of the binary sequence as the watermark bit corresponding to the character C;

(5) Each character is calculated according to the above process to obtain a corresponding watermark
information bit string sequence ϕ1 = {b0, b1, ..., bm}, where m is the number of all characters;

(6) Calculate the CRC16 (Cyclic Redundancy Check) bit string of the watermark information bit string
sequence ϕ1;

(7) Finally, the CRC16 check code is appended to the watermark information bit sequence ϕ1 to gen-
erate a final authentication watermark signal sequence ϕ2.

2.2. Certification Information Embedding

We use the text watermarking algorithm based on vector font replacement to embed the authenti-
cation watermark signal sequence ϕ2 calculated above into the printed paper document. The specific
process is as follows: Firstly, a special watermark vector font library is designed, that is, by appro-
priately changing the topological structure of characters or strings, multiple glyphs of semantically
identical characters (strings) are designed, and each glyph is given a different character code repre-
senting different watermark information bits, and save all character codes to a new font library. For
example, as shown in Figure 2, the position of character stroke marked with gray shifts horizontally;
then, when the text document is printed out, the text document content is intercepted by the terminal
monitoring service program in the computer; finally, according to the watermark information bit string
to be embedded, the watermark information is embedded by dynamically replacing the different glyph
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(a) (b) (c)

Figure 2. Schematic diagram of watermark character structure design. (a) The original
FangSong font Chinese character “在”. (b) The character structure is obtained by shifting
the gray stroke to right direction and represents the watermark information bit 0. (c) The
character structure is obtained by shifting the gray stroke to left direction and represents the
watermark information bit 1.

Figure 3. Glyph structures morphing of Arabic numeral 5: the left one is a standard font, the
middle one represents the watermark information bit 0 with the gray stroke shifting down-
ward, and the right one represents the watermark information bit 1 with the gray stroke
shifting upward.

structures of the characters, and the modified text document content data is sent to the physical printer
to be output in the end.

It should be noted that this method can be applied not only to complex Chinese characters, but also
to English letters and Arabic numerals, just as shown in Figure 3 and Figure 4, the position of character
strokes marked with gray shifts vertically. Considering the information capacity, each character can
map multiple different glyph structures to represent more watermark information. For example, when
mapping to 4 different glyphs, each character can represent a 2-bit watermark information. There-
fore, the capacity of the authentication watermark signal sequence ϕ2 calculated by all the characters
is only close to half of the watermark capacity. Other extended parameters information including the
watermark key k, may also be encoded and embedded into the printed paper document. If the number
of characters in the text document is large, the authentication watermark signal sequence ϕ2 will be
repeatedly embedded to resist the watermark information missing attack caused by the multi-character
deletion. In addition, all the characters in the printed document after embedding the watermark infor-
mation have been replaced with the corresponding characters in the watermark font library.
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Figure 4. Glyph structures morphing of English character F: the left one is a standard font,
the middle one represents the watermark information bit 0 with the gray stroke shifting up-
ward, and the right one represents the watermark information bit 1 with the gray stroke
shifting downward.

3. Paper document content certification

The digital document image I obtained by scanning the paper document with the watermark infor-
mation embedded is processed, and the difference between the watermark character glyph structures
is detected by the normalized-character-image-template-match method, thereby extracting the previ-
ously embedded authentication watermark signal sequence ϕ′2 and recovering the original watermark
information bit sequence ϕ′1; and it recalculates the watermark information bit sequence ϕ′′1 according
to the characters of the text document image I; finally by comparing the difference between the signal
sequences ϕ′1 and ϕ′′1 , it determines whether the content of the paper document has been tampered with.

3.1. Normalized Character Image Template Matching

Let the template character image be A of size MA ∗ MB, the character image to be matched is B,
and the size is NA ∗ NB, where MA ≤ NA, MB ≤ NB. The matching process of the character image
is to calculate the similarity of the two images, that is, calculate the autocorrelation coefficients of
the character image A and the character image B at different positions, and the maximum of all the
coefficients is the similarity of the two images.

As shown in Figure 5, when the template image A slides to (u, v) on the image B to be matched, the
normalized correlation coefficient r(u, v) between the two images is calculated as follows [40]:

r(u, v) =

∑
i, j [ f (u + i, v + j) − f u,v][t(i, j) − t]]√

(
∑

i, j [ f (u + i, v + j) − f u,v]
2
)(
∑

i, j [t(i, j) − t̄]2)
(3.1)

Where f (i, j) is mean value of the character image B at the (i, j) position, and t(i, j) is the mean value
of the template character image A at the (i, j) position, t̄ is pixel mean value of the template image A, f̄
is the pixel mean value of the corresponding image block to be matched under the position where the
current template image A is located.

Due to high computational complexity of above formula (3.1), the equivalent calculation method is
as follows :

Firstly, let t′(i, j) = t(i, j) − t̄, then the numerator of equation (3.1) can be expressed as follows:∑
i, j

f (u + i, v + j)t′(i, j)− f̄
∑

i, j
t′(i, j) (3.2)
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Figure 5. Character image matching diagram.

Obviously, the latter term of equation (3.2) is always equal to zero, and the previous term of equation
(3.2) can be obtained by: ∑

i, j
f (u + i, v + j)t(i, j)−t̄

∑
i, j

f (u + i, v + j) (3.3)

The first term of the equation (3.3) can be regarded as a convolution operation of two signals in the
spatial domain which is equivalent to the frequency multiplication operation based on the frequency
domain. Therefore, the first term of equation (3.3) is equivalent to the following form:

F−1[F( f )F∗(t)] (3.4)

where, F is the Fourier transform of the original signal, F∗ is the conjugate complex operation of the
transformed result, and F−1 is the inverse Fourier transform for the frequency domain signal.

Next, for the denominator portion of the equation (3.1), the latter term is the pixel value variance of
the template character image A. The first item is simplified to get the following results:

∑
i, j

[ f (u + i, v + j)]2
−

[
∑

i, j f (u + i, v + j)]2

MA ∗ NA
(3.5)

In order to calculate the equation (3.5), the sum and square sum of all pixel values in the sliding
window of the character image B at (u, v) should be obtained firstly. To do this, the following functions
are defined:

s(u, v) = f (u, v) + s(u − 1, v) + s(u, v − 1) − s(u − 1, v − 1) (3.6)

s2(u, v) = f 2(u, v) + s2(u − 1, v) + s2(u, v − 1) − s2(u − 1, v − 1) (3.7)

Then, through the dynamic programming, the accumulation of all elements of the sub-matrix com-
posed of the point (0, 0) to the point (u, v) as the diagonal element in the character image B is calculated
by looking up the table, and the squared sum is obtained by summing the squares of all the elements in
the submatrix.
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After that, the cumulative sum and cumulative square sum of all pixels in the windows which locates
at any position (u, v) of the size (MA,NA) can be calculated as follows:∑

i, j f (u + i, v + j) = s(u + MA − 1, v + NA − 1) − s(u − 1, v + NA − 1)
−s(u + MA − 1, v − 1) + s(u − 1, v − 1)

(3.8)

∑
i, j f 2(u + i, v + j) = s2(u + MA − 1, v + NA − 1) − s2(u − 1, v + NA − 1)

−s2(u + MA − 1, v − 1) + s2(u − 1, v − 1)
(3.9)

As shown in Figure 5, when the template character image A slides to the point (u, v), the cumulative
sum and cumulative square sum of pixels in the sliding window, is equal to the corresponding values in
the sub-matrix portion marked by yellow in the character image B. By substituting equations (3.8) and
(3.6) into equations (3.3) and (3.5), it is possible to find the normalized correlation coefficient when the
template character image A slides along the character image B to the point (u, v). The matching result
of image A and B is the maximum value among all the correlation coefficients of the two graphs. The
position coordinate (um, vm) at this time is the offset point coordinate of the image A with respect to the
character image B, that is, when the image A moves to (um, vm) and the matching degree of the image
B is the highest.

3.2. Watermark information extraction

For each character in the text document image I, it matches the scanned character image with the
standard glyph image of the character and each variant glyph image one by one by using the normalized
image template matching method described in Section 3.1, and makes the following judgments:

a) If the matching degree of scanned character image and standard glyph image is the highest, it indi-
cates that the character is not the character after embedding the watermark in the printout process,
and does not represent any watermark information. Therefore, the character can be regarded as a
new character that is falsified after being added and inserted into the contents of the paper document,
and the position of the falsified character is recorded;

b) Otherwise, according to the matching degree of scanned character image and the variant glyph
image, the binary watermark information string represented by the character is calculated.

After all the characters are subjected to the image matching operation, all the watermark information
bit strings are recovered and the final authenticated watermark signal sequence ϕ′2 is obtained.

3.3. Document Content Robust Authentication

The process of the robust authentication of the paper document content is described as follows:

a) Decompose the obtained authentication watermark signal sequence ϕ′2 into two parts which are the
embedded watermark information bit string sequence ϕ′1 and CRC16 check code bit string informa-
tion respectively;

b) For each character in the text document image I, recalculate the watermark information bit string
sequence ϕ′′1 according to the method described in Section 2.1;
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Figure 6. The sub-image block of Chinese character “在” after printing and scanning.

c) Perform the same CRC check operation for the extracted watermark information bit sequence ϕ′1,
if the check passes, the watermark information bit sequence ϕ′1 is correct, and the watermark signal
sequences ϕ′1 and ϕ′′1 are compared one bit by one bit: If the two information bit strings are the
same, the content of the paper document does not change, otherwise it is falsified, and the accurate
tampering position is given according to the difference of the bit string;

d) If the CRC check fails, the similarity comparison between the signal sequence ϕ′1 and ϕ′′1 is executed,
and the longest common substring of the two signal sequences is calculated according to the string
minimum edit distance algorithm [41]. The positions of the rest different string bits are regarded as
the suspicious tampering positions.

4. Experimental results and discussion

At first, we verify the robustness of the text watermarking algorithm based on the vector font library.
After modifying the glyph topology of the original Chinese character “在” as shown in Figure 2(a), it
is mapped into two different glyph structures, as shown in Figure 2(b) and Figure 2(c), respectively, and
they represent the watermark information bit 0 and 1, respectively. When the watermark information
is embedded, according to the watermark bit string information, Figure 2(a) is replaced with the two
glyph structures of Figure 2(b) or Figure 2(c) correspondingly. When the watermark information is
extracted, the paper document embedded with the watermark information is scanned into a digitized
text image, and the sub-image block of the Chinese character “在” is segmented as shown in Figure 6.

The normalized-character-image-template-match (NCITM) method described in Section 3.1 is used
to match the glyph structure images of Figure 6 with the two images Figure 2(b) and Figure 2(c),
respectively. It should be noted that before image matching, the size of the scanned character image
needs to be normalized. Firstly, the paper document is scanned with the accuracy of more than 300 PDI
to ensure that the scanned character image is clear; then, the size of each character is scaled to the size
of the standard character image read from the font library; finally, the NCITM process is carried out.
The matching results are shown in Figure 7, in which Figure 7(a) and Figure 7(b) are the schematic
diagrams showing the optimal matching effect of Figure 6 and the two structures shown in Figure 2(b)
and Figure 2(c), respectively. The correlation coefficients of the glyph structure calculated according
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(a) (b)

Figure 7. The matching result of Figure 6 with the standard watermark glyph structure. (a)
The optimal matching effect of Figure 6 and Figure 2(b). (b) The optimal matching effect of
Figure 6 and Figure 2(c).

to formula (3.1) are 0.94249 and 0.79489, respectively. It can be decided that the matching degree of
Figure 6 and Figure 2(b) is higher, thereby deriving the watermark information bit string represented by
the character as 0. In order to improve the information capacity, each character can be mapped to more
deformation effects, for example, when one character corresponds to 4 different deformations, and one
character can represent 2-bit watermark information. However, when the number of corresponding
deformed fonts of one character increases, the workload of designing the watermark font library is
relatively larger.

In this experiment, we designed the robust performance test of the text watermarking algorithm in
three scenarios: printing and scanning, capturing screen and shooting screen. Figure 8 is a schematic
diagram of the effect of the original document without embedding watermark information with the Chi-
nese FangSong font type of size 13 pounds. Figure 9 shows the effect of the document after embedding
the watermark information, and each character has different font deformation effects. For example, the
Chinese character “不” has 4 different deformations and represents 2 bits watermark information, while
the Chinese character “人” has two different deformations and represents one bit information. In order
to facilitate the description of the font deformation effect, the Chinese characters “不” and “人” are
enlarged and bolded intentionally. Figure 9 contains 168 Chinese characters in which 326 bits water-
mark information is embedded. Figure 10 is the image data obtained by scanning the paper document
shown in Figure 9, and this test is marked as PS . Figure 11 is the document image effect after the
screen shooting, while the electronic document format with the watermark information embedded is
displaying on the computer screen, which is marked as CC. Figure 12 is a schematic diagram of pho-
tographing computer screen of Figure 10 outside the screen through the mobile phone, and this test is
marked as PC. It can be seen from the Figure 12 that there is serious moiré interference phenomena
in the photograph. In addition, for the test of shooting screen of the electronic document just like Fig-
ure 11, we use MS Office Word software to open the doc/docx format file embedded with watermark
information under the different page displaying ratios of 100%, 110%, 120%, 130%, 140% and 150%
respectively, then a screen capture is taken and the screen capture image is obtained from which the
watermark information is extracted. Under the attack operations shown in Figure 10-12 as mentioned
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Figure 8. The original document image.

Figure 9. The effect of the original watermarked document.

above, the success rate of watermark extraction of [42], [43] and our proposed method are shown in
Table 1. It can be seen that our method achieves very good extraction success rate except for some
special cases where the display ratios are 100% and 110%, because the deformations of the character
strokes in the screenshot image are severe. When the display ratio of the electronic document page is
larger, the clearer the stroke structure of the character is displayed and the higher the accuracy of the
character image is, and correspondingly the higher the watermark extraction rate is. So we can con-
clude that the text watermarking algorithm has strong robust performance for attack operations such as
print-and scan, capturing screen and shooting screen, etc. By contrast, our approach has outperformed
[42] and [43] in all cases.

As mentioned above, in the text-based watermarking algorithm based on vector fonts, we change
the glyph structure of the watermark characters, which will remain unchanged before and after the

Table 1. The watermark correct extraction rate.

PS CC-100% CC-110% CC-120% CC-130% CC-140% CC-150% PC
Method[42] 100% 51% 79% 86% 88% 93% 95% 94%
Method[43] 100% 75% 85% 88% 92% 96% 98% 100%
Our method 100% 89% 97% 100% 100% 100% 100% 100%
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Figure 10. The effect of the printed and scanned watermarked paper document.

Figure 11. The effect of the screen capture image while the electronic watermarked docu-
ment is displaying.

Figure 12. The effect of photographing computer screen through the mobile phone while the
electronic watermarked document is displaying.

Mathematical Biosciences and Engineering Volume 16, Issue 4, 2233–2249
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print-and-scan. Therefore, the algorithm can effectively resist the print-and-scan attack, the watermark
information is propagated along with the paper document, and if necessary, the paper document can
be digitized into an image file, and the content integrity authentication of the paper document can be
performed by extracting the hidden watermark information.

In this experiment, the authentication watermark signal sequence is calculated according to the doc-
ument content as shown in Figure 13 using the method described in Section 2.2, and the watermark
information is embedded in the process of document printing and output. Figure 14 is a schematic dia-
gram showing the effect of manually tampering with the contents of a paper document. The watermark
information extraction is performed according to the NCITM method described in Section 3.1. The
characters “红”, “女”, “0”, and “监” identified in the rectangle are new characters added by deleting
the original ones in the same positions, which does not disturb the character order in the original se-
quence and is seen as the Character-Replacement mode. These characters have the highest matching
degrees with the characters in the standard font library and do not contain any watermark information,
and they do not belong to the watermark fonts. Since each character in Figure 13 has been modified by
font substitution, the above four characters are identified as content tampering and the corresponding
tampering positions are recorded. Similarly, the Arabic numerals 1 marked with hexagons is also con-
firmed as being tampered with by the Character-Adding mode, and the corresponding tampering po-
sition is recorded. Finally, using the document content robustness authentication process described in
Section 3.3, the similarity between the embedded watermark information bit sequence ϕ′1 and the recal-
culated watermark information bit sequence ϕ′′1 is compared. The part between the Chinese character
“[” and “]” will be marked as content tampering by Character-Deleting mode, and the corresponding
tampering position will be recorded.

5. Conclusion

This paper proposes a robust content authentication method for paper text documents, which solves
the problem of paper document content integrity verification, tamper identification and tamper position
locating, etc. The main contributions include: 1) A Logistic chaotic map model is used to generate a
watermark information bit sequence, which is related to the content of the text document. Based on the
sensitivity of the Logistic chaotic map to the initial value, once the corresponding character changes,
the watermark information bit string will be wrong, thereby performing the content tampering identifi-
cation and locating the specific tampering position. 2) The generated authentication watermark signal
sequence is embedded into the printed paper document by using the text watermarking algorithm based
on the vector font library. The watermark information does not depend on the additional carrier, and
the text document embedded with the watermark has a good visual effect. The watermark information
is embedded during the process of printout, which avoids the risk of malicious tampering of the wa-
termark information, so this method has high security performance. The watermarking algorithm is
robust against print-and-scan attack and has a large information capacity. 3) The minimum string edit
distance algorithm is used to compare the difference between authentication watermark signal sequence
extracted from the scanned image and the one calculated in real-time, through which it discriminates
whether the paper text document content changes and accurately locates the tampering position. In
addition, there are still some issues to be improved for our method, such as how to establish the asso-
ciation between the text document content and the logistic chaotic map based on the logistic chaotic
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Figure 13. The original printed paper document.

Figure 14. The manually falsified paper documen of Figure10.
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map model more reasonably, and to locate the tampering position more accurately.
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